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ABSTRACT 
Conventional routing algorithm for mobile adHoc network hoc 
networks such as AODV or DSR consider only one metric, for 
example, hop count to select best path from source to destination. 
However due to special characteristics of MANET such as nodal 
mobility, unstable links and limited resources, conventional 
routing algorithm found to be unsuitable for routing multimedia 
traffic or real time applications which require optimization of more 
than one metric. The paths chosen by conventional routing 
algorithm deviate far from optimal paths. In the proposed 
algorithm called Fuzzy Stochastic Multipath Routing (FSMR) 
multiple metrics such as hop count, battery power, signal strength 
are considered using fuzzy logic to give multiple optimal paths. 
Nodes then forward data stochastically on these multiple paths 
resulting into automatic load balancing and fault tolerance. 
Simulation results show the great improvements over the 
conventional routing algorithm (for example AOMDV) in terms of 
various parameters like packet delivery ratio, no of route 
discoveries, delay, etc  
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1 INTRODUCTION 
Mobile ad hoc network consists of a collection of wireless mobile 
nodes, which dynamically exchange data among themselves 
without the reliance on a fixed base station or carried backbone 
network [1]. Each mobile node acts as a terminal or router and the 
control of the network activity is distributed to these nodes. This 
kind of network is very flexible and suitable for applications such 
as temporary information sharing in conferences, military actions 
and disaster rescues. However mobile nodes have lower battery 
power and lower computation ability. Also, the network topology 
is generally dynamic because the connectivity among the nodes 
may change with time due to nodal mobility, the effect of radio 
communication, and power limitations. These features of MANET 

have posed a lot of challenges in designing an effective, reliable 
and scalable routing protocol [2].  

Swarm intelligence technique based on biological swarm 
cooperation has found to be catering to the certain characteristics 
of MANET. For example, ant colony optimization [3, 4] is a novel 
evolutionary algorithm, which has the characteristics such as 
positive feedback, distributed computing and the use of a 
constructive heuristics etc. They can work in a fully distributed 
way, are highly adaptive to network and traffic changes, use 
mobile agents for active path sampling, are robust to agent failures, 
provide multipath routing, and automatically take care of data load 
spreading. Recently, swarm intelligence based multipath routing 
has received a lot of attention, both in order to improve reliability 
(fault tolerance) and end-to-end delay. Some ant-based multipath 
routing algorithms for the characteristics of MANET have been 
proposed. However in these algorithms route is decided by 
choosing one or two selection parameters without considering the 
interplays of different selection parameters. As mentioned above 
the topology of MANET is determined by many factors such as 
battery capacity, traffic pattern, link stability and nodal mobility. 
All of these factors are correlated. Consideration of only one or 
two factors is not sufficient for choosing an optimal path. For 
example if the shortest path is decided by the number of 
intermediate hops and the algorithm is not power aware or mobility 
aware then the algorithm may select unstable routes or lead to 
shortening the lifetime of a node which can result in route failures 
in between active communication sessions due to expiration of 
batteries of intermediate nodes.   

2 LITERATURE SURVEY 
In recent years a large number of MANET routing algorithms have 
been proposed (see [6] for an overview). These algorithms all deal 
with the dynamic aspects of MANETs in their own way, using 
reactive or proactive behavior, or a combination of both. Reactive 
behavior means that an algorithm only gathers routing information 
in response to an event, usually an event which triggers the need 
for new paths, such as the start of a data session or the failure of an 
existing paths. Proactive behavior means that the algorithm also 
gathers routing information at other times, so that it is readily 
available when needed. In the MANET literature, the classical 
distinction is between purely proactive, purely reactive, and hybrid 
algorithms. In purely proactive algorithms (e.g., DSDV [7]) nodes 
try to maintain paths to all other nodes at all times. This means that 
they need to keep track of all topology changes, which can become 
difficult if there are a lot of nodes or if they are very mobile. In 
purely reactive algorithms (e.g., AODV [8] and DSR [9]), nodes 
only gather routing information on demand: when a data session to 
a new destination starts, or when a path which is in use fails. 
Reactive algorithms are in general more scalable [10] since they 
greatly reduce the routing overhead, but they can suffer from 
oscillations in performance because they are never prepared for 
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disruptive events. In practice, many algorithms are hybrid 
algorithms (e.g. ZRP [11]), using both proactive and reactive 
components in order to try to combine the best of both worlds.  

2.1 ACO routing algorithms.  
The basic idea behind ACO algorithms for routing [12, 4] is the 
acquisition of routing information through the sampling of paths 
using small control packets, which are called ants. The ants are 
generated concurrently and independently at the nodes, with the 
task to test a path from a source node s to an assigned destination 
node d. The ant collects information about the quality of its path 
(e.g. end-to-end delay, number of hops, etc.), and uses this on its 
way back from d to s to update the routing information at the 
intermediate nodes and at s. Ants always sample complete paths, 
so that routing information can be updated in a pure Monte Carlo 
way, without relying on bootstrapping information from one node 
to the next [13].The routing tables contain for each destination a 
vector of real-valued entries, one for each known neighbor node. 
These entries are a measure of the goodness of going over that 
neighbor on the way to the destination. They are termed 
pheromone variables, and are continually updated according to 
path quality values calculated by the ants. The repeated and 
concurrent generation of path-sampling ants results in the 
availability at each node of a bundle of paths, each with an 
estimated measure of quality. In turn, the ants use the routing 
tables to determine which path to their destination they sample: at 
each node they stochastically choose a next hop, giving higher 
probability to links with higher pheromone values. In the following 
we call routing tables also pheromone tables. This process is quite 
similar to the pheromone laying and following behavior of real ant 
colonies. Like their natural counterparts, the artificial ants are in 
practice autonomous agents, and through the updating and 
stochastic following of pheromone tables they participate in a 
stigmergic communication process. The result is a collective 
learning behavior, in which individual ants have low complexity 
and little importance, while the whole swarm together can collect 
and maintain up-to-date routing information. The pheromone 
information is used for routing data packets, more or less in the 
same way as for routing ants: packets are routed stochastically, 
giving higher probability to links with higher pheromone values. 
Like this, data for a same destination are spread over multiple 
paths (but with more packets going over the best paths), resulting 
in load balancing. For data packets, mechanisms are usually 
adopted to avoid low quality paths, while ants are more 
explorative, so that also less good paths are occasionally sampled 
and maintained. This way path exploration is kept separate from 
the use of paths by data. If enough ants are sent to the different 
destinations, nodes have up-to-date information about the best 
paths and automatically adapt their data load spreading.  

2.2 ACO routing in MANETs.  
The above description highlights a number of key ingredients of 
ACO routing: routing tables are adapted and maintained via 
repeated and concurrent Monte Carlo path sampling, data are 
stochastically spread over multiple paths, leading to automatic load 
balancing, routing and control decisions are taken locally, and the 
system is robust to agent failures. Some attempts have been made 
to incorporate these features into a MANET routing algorithm. 
Challenges hereby are the high change rate and in particular the 
limited bandwidth which conflicts with the continuous generation 
of ant packets. Accelerated Ants Routing [14] uses ant-like agents 
which go through the network randomly, without a specific 

destination, updating pheromone entries pointing to their source. In 
[15] the authors describe a location-based algorithm which makes 
use of ant agents to disseminate routing information; here the ants 
serve as an efficient form of flooding. Ant-AODV [16] is a hybrid 
algorithm combining ants with the basic AODV behavior: a fixed 
number of ants keep going around the network in a more or less 
random manner, proactively updating the AODV routing tables in 
the nodes they visit whenever possible. Ant-Colony-Based Routing 
Algorithm (ARA) [13] works in an on-demand way, with ants 
setting up multiple paths between source and destination at the 
start of a data session. During the data session, data packets 
reinforce the paths they follow. Also Probabilistic Emergent 
Routing Algorithm (PERA) [14] works in an on-demand way, with 
ants being broadcast towards the destination (they do not follow 
pheromone) at the start of a data session. Multiple paths are set up, 
but only the one with the highest pheromone value is used by data 
(the other paths are available for backup). Also other ACO routing 
algorithms [17, 18] have been proposed for MANETs. In general, 
however, most of all these algorithms move quite far away from 
the original ACO routing ideas trying to obtain the efficiency 
needed in MANETs, and many of them are not very different from 
single-path on-demand algorithms.2.4 Elements of ACO routing in 
other MANET routing algorithms Some of the ingredients of ACO 
routing appear separately in other MANET routing algorithms. 
Especially the idea of multipath routing has received a lot of 
attention recently, both in order to improve reliability and end-to-
end delay (see [19] for an overview). The algorithms differ in the 
way multiple paths are set up, maintained and used. At path setup 
time, a number of paths are selected. Some algorithms allow 
braided multiple paths [20], whereas others look for link [21] or 
node [22] disjoint paths, or even paths which are outside each 
other's interference range [22]. Once the paths are set up, they need 
to be maintained. Most algorithms manage the paths in a reactive 
way: they remove paths when a link break occurs, and only take 
action when no valid path to the destination is left. The idea of 
proactively probing paths to obtain up-to-date information about 
them and to detect failures can be found in few algorithms [29, 24]. 
Proactively improving existing paths is quite rare in MANET 
routing algorithms, although one possible approach is presented in 
[25] (in the context of single-path routing). The use of the multiple 
paths differs strongly among algorithms. In many of them, only 
one of the paths is used for data transport, while the others are only 
used in case of a failure in the primary path [26, 27].Some 
algorithms spread data over the multiple paths in a simple, even 
way [28], and in a few cases adaptive data load spreading 
depending on the estimated quality of paths, similar to the ACO 
ideas, is explored [20, 24]. The quality of paths is usually assessed 
in terms of hop count or round trip time; combining different 
metrics is less common but can be important [29]. Stochastic data 
spreading is according to our knowledge unexplored 6 outside the 
area of ACO routing algorithms (although stochastic elements have 
been used otherwise in MANET algorithms, e.g. to improve 
flooding [30]). 

2.3 Fuzzy Logic Based Routing 
Evolutionary ad-hoc on-demand fuzzy routing (EAOFR) proposed 
in [31] find the more preferred routes by evaluating the alternative 
against the multiple objectives and selecting the route which best 
achieves the various objectives. The different routing metrics are 
combined together using a fuzzy logic system to produce a 
combined fuzzy cost metrc that efficiently captures the interplay of 
the various metrics. Route selection is then performed with the 
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minimum fuzzy cost. E-AOFR models the uncertainty in MANET 
by fuzzy set theory. It incorporates a fuzzy logic function into 
every mobile node, which measures three parameters at a node 
(remaining battery capacity, buffer length, link stability), taking 
these three parameters as input and producing a single cost metric. 
E-AOFR is a single-path source routing protocol without 
redundant paths for routing. 

Fuzzy logic wireless load aware multi-path routing protocol is 
described in [32]. FLWLAMR uses a similar method as SMR does 
for route discovery. FLWLAMR also chooses the route with the 
least delay as the primary route for delivering packets between the 
source node and the destination node, the second route is the path 
which is the maximally disjointed path with the primary one and 
has the shortest distance. However, in FLWLAMR the source node 
uses a fuzzy control system, of which the inputs are network status 
and the priority of data packets, and outputs are the number of 
paths used for routing specific data packets. Thus, the source node 
can differentiate resource allocation by considering traffic 
importance and network status. Traffic data is routed over zero or 
more maximally disjointed paths to the destination: important 
packets may be forwarded redundantly over multiple disjointed 
paths for guaranteed reliability, while the least important packets 
may be delayed at the source. The fuzzy control system of 
FLWLAMR is used to distinguish the wireless resource allocation, 
not to select an “optimal” set of multiple paths. For multi-path 
selection, it is almost the same as SMR which uses a crisp, simple 
selection parameter. 

Adaptive genetic fuzzy multipath routing protocol is proposed in 
[33]. GFMRP consists of a route discovery, a route reply, and a 
route maintenance phase. Every node in MANET acts as both a 
terminal and a router. Each node can become a destination for data 
traffic; thus, FLS is embedded in every mobile node. Such FLS in 
a given destination node produces the crisp output rank values to 
indicate the fitness of all possible routing paths between the source 
node requiring route discovery and the destination node. 
According to the rank values, the destination node can make a 
decision for selecting an optimal reliable set of multiple paths as 
the candidates for delivering data traffic. To determine the accurate 
FLS, membership functions are constrained to a shape of 
trapezoids and then each membership function is parameterized by 
a small number of variables. The membership optimization 
problem is now reduced to a parameter optimization problem. 
Genetic algorithm is used to solve the optimization problem. The 
values of parameters are initially set through the expert knowledge, 
and then tuned by GA. Drawback is that offline training is used to 
tune the parameters of FLS in GFMRP that cannot reflect the real 
time conditions of MANETs 

2.4 Multiple Selection Parameters 
To the best of our knowledge, current multi-path protocols choose 
a set of multiple redundant paths via one or two route selection 
parameters without considering the correlations of the different 
selection parameters. However, there are lots of uncertain and 
varying conditions in MANET, and the topology of MANET is 
affected by many correlated parameters. Thus, consideration of 
only one or two parameters is not reasonable for determining an 
optimal set of multiple paths. We will investigate several 
parameters used to describe the network status and the mobile 
nodes. capacities in this section, and incorporate these route 
selection parameters in order to achieve the multi-path routing 
goal. The four routing parameters used are: (1) energy 

consumption rate at a node, (2) buffer occupancy rate at a node, (3) 
link stability between the neighboring nodes, and (4) the number of 
intermediate hops in a route. As we know, mobile nodes in 
MANET have limited battery capacity. So the saving of battery 
power is a vital issue when determining the network route. Most 
energy aware routing protocols often base themselves only on the 
parameters related to the remaining battery capacity, which alone 
cannot help to establish the best route between the source and the 
destination nodes. Even if a node currently has enough remaining 
battery capacity, and it accepts all route requests, more traffic load 
will be injected through that node, and the battery will be 
consumed very quickly. The result is that the battery of the node is 
depleted too soon. To mitigate this problem, other parameters, 
based on the traffic load characteristics, could be employed as 
represented in [48]. FSMR uses the energy consumption rate as the 
parameter to describe the battery power condition of every node 
Ni. We denote the battery power consumption rate as BPC i. The 
value of BPC i is evaluated in a very simple method, but has a 
similar principle used in [48]. Since the battery power consumption 
of a node is caused by 

the transmission, reception, and overhearing of packets activities, 
BPCi is closely related to the amount of transmitted packets, 
received packets and overhead packets at a node and the power 
used for per packet transmission, reception or overhearing. So we 
define BPC i as a linear function shown below: 

 

where the Wr, Ws, and Wo are the battery power consumed by the 
network interface when a node sends, receives, or overhears a 
packet; Mr, Ms, and Mo are the amount of three types of packets 
respectively. Therefore, BPC i is obtained by averaging the total 
amount of the power consumed for every T seconds sampling 
intervals. Then the energy consumption rate at a node, Ni, is 
calculated in the following formula: 

 

Because the maximum lifetime of a given path, Lp, is determined 
by the minimum value of Ri over the path, where we denote the set 
of all available paths as P, that is: 

 

The congestion status of MANET is also imperative for selecting a 
reliable routing path. FSMR takes the buffer occupancy rate at a 
node as a parameter for selecting routes that are not congested. The 
congestion status of the network is measured as the work load at 
each node’s interface, i.e., the number of the packets buffered at 
the interface. The ratio of qi/bi denotes the buffer occupancy rate at 
a node, where qi is the most recent packet queue length at a node, 
Ni, and bi is the buffer capacity at that node. The destination node 
estimates the congestion status of a specific routing path using the 
formula below: 
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Link stability parameter helps to select the routes, which are 
comparatively more stable and long-lived, in order to ensure lower 
packet loss rate, fewer route failures and less frequent route 
discovery. Link stability can be measured using the signal strength. 
The signal strength has a relationship with the receiver’s antenna 
gain, and is inversely squared proportional to the square of the 
distance d. As d increases, the degree of signal strength becomes 
weak. FSMR adopts these selection parameters (battery capacity, 
congestion, signal strength and the 

number of intermediate hopes) in its fuzzy inference system as 
input values in order to choose the most optimal and reliable set of 
the multiple routing paths. 

3 DESIGN OF  FUZZY INFERENCE 
SYSTEM 

We know that fuzzy set theory models the interpretation of 
imprecise and incomplete sensory information as perceived by 
human brain. Thus, it represents and numerically manipulates such 
linguistic information in a natural way via membership functions 
and fuzzy rules. For proper decision making by controller, 
heuristics or theory need to be incorporated into it. However the 
success of right decision making by controller depends upon the 
valid and accurate model. However in MANET, because of 
uncertainty due to nodal mobility, unstable links, and limited 
resources, a precise model is not available. Therefore, fuzzy set 
theory has been applied in a control decision system either to 
improve the performance or to handle the problem that 
conventional theory cannot approach successfully because latter 
relies on a valid and accurate model, which does not always exist. 
Fuzzy representations of control algorithms, as linguistic rules per 
se, offer a number of advantages over the conventional approach to 
the specification of control algorithms as algebraic formulas, 
particularly in ill-structured situations. The key concept is that 
linguistic rules describe the operation of the process of interest 
from the standpoint of some (human) operator of the process and 
capture the empirical knowledge of operation of that process that 
has been acquired through direct experience with the actual 
operation of the process. Clearly, this knowledge can be reflected 
in the rule set only to the extent that the operator can articulate the 
control action in linguistic form. It is this empirical knowledge, 
nonetheless, that a fuzzy controller effectively embodies, and 
which enables it to control the process as if it were the human 
operator.  The inputs to the fuzzy controller to be designed for 
routing are: (i) buffer occupancy,(ii) remaining battery power and 
(iii) signal stability. These three selection parameters make the 
pheromone to reflect the network status and the node’s ability to 
reliably deliver network packets. The steps involved in calculation 
of fuzzy cost are elaborated as follows:  

3.1 STEP I. Fuzzification of inputs and 
outputs  

The three input variables to be fuzzified are the energy 
consumption rate (B), the packet buffer occupancy rate (Q) and the 
signal strength (SS). On the basis of existing knowledge of 
MANET, the terms “Low”,”Medium” and “High” are used to 
describe the energy consumption rate and “Empty”, “Medium” and 
“Full” to describe packet buffer occupancy rate. 

“Strong”,”Medium” and “Weak” are terms for representing the 
signal strength. Even though the choice and specification of the 
membership functions are widely subjective, there are several 
principles for membership function selection that can produce 
good adequate results. The triangular functions are chosen as the 
membership function since they have been extensively used in 
real-time applications due to their simple formulas and 
computational efficiency. Mathematically, triangular membership 
is given below:  

 

We show these membership functions in Fig. 1,2,3,4. We 
normalize the linguistic values of inputs and outputs in the range 
from 0 to 1. The output of FIS is a fuzzy cost, which represents 
cost of node participating in the route. The fuzzy cost from lowest 
to highest are defined as LL(very 
low),LM,LH,ML,MM(Medium),MH,HL,HM, and HH(very high). 
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Figure 1.    Fuzzy Membership function for signal strength 
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Figure 2.   Fuzzy Membership function for battery capacity 
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Fuzzy Membership function for buffer occupancy 

 

 

 

   

 

 

 

Figure 3.   Fuzzy Membership function for fuzzy_cost 

3.2 STEP 2. Inference engine and knowledge 
base 

The knowledge base is a set of rules developed using expert 
knowledge. We design the knowledge based rules connecting the 
inputs and the output based on a thorough understanding of the 
system. The parameters and rules of our FLS are initially set, 
induced from many analytical results of MANET routing. The 
fuzzy rules have IF-THEN structure. The inputs are then combined 
using the AND  

TABLE I.   FUZZY RULES TABLE FOR WEAK SS 

 L M H 

E 
MH MM ML 

M HM MH MM 

F HH 
HM 

MH 

 
operator. The following is an example of rule, which describes the 
input output mapping. 

if battery power is medium (Bi) and buffer occupancy is empty(Dj) 
and signal strength is weak(Ck) then the fuzzy_cost is medium 
(Fl). 

where Bi, Ck, Dj and Fl are fuzzy sets defined in the corresponding 
input spaces and output spaces respectively. Table 1 shows the 
fuzzy rules for the weak signal strength in fuzzy logic system. The 
fuzzy set parameters and rules of FSMR are set by expert 
knowledge and heuristics, for example, we have set higher cost for 
extreme values of signal strength. The interpretation is that as the 
received signal strength decreases, link stability worsens. On the 
other hand, when the signal strength is too high, it would mean that 
the nodes (transmitter and receiver) are too close to each other. 
This would lead to a higher number of intermediate hops thus 
resulting in a higher end-to-end delay. Similarly, fuzzy rule tables 
for medium and strong signal strength are formulated. 

3.3 STEP3. Defuzzification 

Defuzzification refers to the way a crisp value is extracted from a 
fuzzy set as a representation value. There are many kinds of 
defuzzifiers. Here we take the centroid of area strategy for 
defuzzification. 

FC = 
)(

)(.




AllRules
i

AllRules
ii

x

xx




 

where FC is the fuzzy cost, xi is the element and µ(xi) is its 
membership function. This is the most widely adopted 
defuzzification strategy, which is reminiscent of the calculation of 
the expected value of probability distributions. 

 

 

 

 

 

 

 

 

 

 

 

Figure 4.   Computation of fuzzy cost when forward ant visits the node 

4 DESCRIPTION OF  PROPOSED 
PROTOCOL 

In this section we describe our novel algorithm called FSMR in 
detail. FSMR is constructed with the communication model 
observed in ant colonies and fuzzy logic technique. In section III 
the Fuzzy Inference System is described and in this section the 
proposed method is explained. The sequence of FSMR algorithm is 
outlined as follows: 

4.1 Route Discovery Phase 
1. When a node wants to maintain a path to a destination, it 
generates forward ants. A forward ant creates a stack for holding 
fuzzy cost computed at each intermediate node and other 
information such as source address, the destination address, the 
intermediate node’s ids. 
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 2. When intermediate node receives forward ant, it calculates 

its fuzzy cost of participating in the route and adds it to the fuzzy 
cost present on the top of stack of received ant. The resulting sum 
is then pushed on the stack and ant is forwarded to a neighbor 
node. The intermediate nodes as shown in fig. 5 make use of fuzzy 
logic to calculate the cost, which is dependent on multiple metrics 
mentioned earlier. Thus when ant is forwarded to its neighbor, the 
top of stack represents the sum of fuzzy costs for the individual 
links along the path from source node to intermediate node. The 
selection of neighbor node is done randomly using the probability 
routing table. The values of the probability routing table are 

calculated using the pheromone tables. One node of the neighbor 
nodes will be selected and the ant will be forwarded to it. The 
selection of the next node in the ants path is done as following: 

At node i, 

For Destination d, 

The probability of selecting a neighbor j is: 

 

                           
i

djP ,  =  




l

i
dj

i
dj

t

t

)(

)(

,

,                    (1) 

Where l  neighbor (i). 
3. At the destination, a backward ant will be generated and it 
inherits the stack of forward ant. Also the total fuzzy cost for 
whole path, ANT_FUZZY_COST, is calculated as shown in fig. 7, 
which is carried along with the stack of backward ant. Backward 
ant follows the reverse path of its corresponding forward ant and 
updates the pheromone values on the path’s links using fuzzy cost 
it carries. 

 

 

 

 

 

     

 

 

 

 

 

 

 

 

Figure 7:  Stack contents of an forward ant is updated when it visits the node

 4. When backward ant is received at intermediate node, it pops 
the stack entry and subtracts the fuzzy cost from the 

ANT_FUZZY_COST and follows the path in reverse. The result 
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is route_cost of a path from intermediate node at which backward 
ant is received to destination given by following Eq.(2) 

                           



t

l

l
l

i
dj FCtRoute

1

1
,cos_                      

(2) 

where t is the number of traversed routes(or links) in the path 
starting with current node i (l=1) and finished with node d (l=t) 

via neighbor node j. FC 1l
l  is the fuzzy cost between  adjacent 

nodes l and l+1. 

The pheromone is the inverse of (2) i.e. 

i
dj

i
dj

tRoute ,
,

cos_

1
              

(3) 
The interpretation is that if route_cost is more then the 
concentration of pheromone is low on that path and vice versa. 

5. Pheromone table corresponding to the forward ant’s destination 
is then updated as follows: 

    i
dj

i
dj

i
dj tt ,,, )1()1()(         (4) 

where ρ is learning rate and set to 0.7 and the probability table is 
updated by using  (1) . 

6. When backward ant reaches the forward ant’s source node, it 
will be killed after updating the pheromone and probability table 
of the source node. 

7.  The source node uses the algorithm discussed in [14] to 
establish disjoint paths and select the routes according to concrete 
demands, such as bottleneck bandwidth, delay, transition 
probability, etc. 

4.2 Route Maintenance 
The congestion in network will worsen the capacity of the 
network; even invalidate the part of the network. Since FSMR can 
balance the traffic by multiple node-disjoint paths, probability of 
congestion happening will bound to be lowered. When the 
congestion happens in the node i of a certain route, node i will 
retrace the path of forward ant to inform the source S to change 
route. S reduces the pheromone value of the route and updates the 
relevant probability table to increase the probability of other 
usable routes being selected.   

Also, this phase is concerned with the routing failures, which are 
caused especially through node mobility and thus very common in 
mobile ad-hoc networks. FSMR recognizes a route failure through 
a missing acknowledgement. If a node gets a ROUTE_ERROR 
message for a certain link, it first deactivates this link by setting 
the pheromone value to 0. Then the node searches for an 
alternative link in its routing table. If there exists a second link it 
sends the packet via this path. Otherwise the node informs its 
neighbors, hoping that they can relay the packet. Either the packet 
can be transported to the destination node or the backtracking 

continues to the source node. If the packet does not reach the 
destination, the source has to initiate a new route discovery phase. 

5 EXAMPLE 
Consider the intermediate node 3 shown in fig7. Suppose 
backward ant is received at the node. As a result, the fuzzy cost 
stored on top of stack in node 3 will be subtracted from 
ANT_FUZZY_COST i.e. 

FC12+FC23+FC34 +FC45  -  FC12+FC23 = FC34 +FC45 

So, the routing cost from node 3 to destination will be equal to 
sum of  FC34  and FC45.  Assuming that FC34= 0.3 and FC45 
=0.5.According to Eq.(2)  

          

                   



t

l

FCtRoute
1

3
1

3
5,4cos_ = 0.8 

The pheromone is then given by  

 

3
5,4

3
5,4

cos_

1

tRoute
 = 1.2 

 

Assuming 0)1(3
5,4  t ,we get 

      

                  )(3
5,4 t  =   1.2 

Probability of selecting the route though neighbor node 4 is then 
given by:- 
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 = 0.67 

 

6 PERFORMANCE ANALYSIS 
Usually the performance of routing protocol is reflected by 
validity, capability and practicability. So, FSMR will be analyzed 
from such three aspects. 
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A.      Validity 

        Property 1: let G=(V,E), source node s Є V, destination 
node d Є V, d ≠s, and if there exists a path then algorithm returns 
a at least one path from source s to  destination d  satisfying the 
constraints. 

Proof: we will use proof by contradiction. Assume that algorithm 
failed to return a path even if there exists a path. This means that 
source which initiated route discovery doesn’t receive backward 
ant indicating that either forward ant failed to reach the 
destination or otherwise backward generated by destination has 
lost while coming back to source. But if there is a path then this 
could never happen since it means that node is not broadcasting 
forward ant, a contradiction. 

B.       Capability:  

           Property 2:  The FSMR algorithm’s time complexity is O 
(k+|V|), where |V| represents the number of nodes in ad hoc 
network, k represents the maximal number of paths which satisfy 
the constraint. 

Proof: In normal node, each decision node has to select the most 
qualified path from k paths, So, each decision node’s time 
complexity is O(k). However, forward nodes need not compute 
and only forward the message. So, forward node’s time 
complexity is O(1).In normal mode, if let L be the length of path 
selected ,only the source node need to make decision. So, the time 
complexity of the proposed algorithm is O(k+L-1).However, 
maximal length of any simple path is (|V|-1).Therefore, FSMR 
algorithm’s time complexity is O(k+|V|) in the worst case in  the 
normal mode. 

 

C. Practicapability 

           Property 3: The FSMR has a message complexity is 
O(|V|2) in the worst case . 

Proof: Since the algorithm is built on the top of DSR, the 
algorithm inherits the time complexity of DSR which is proved to 
be O (|V|2). 

7 IMPROVEMENTS PROPOSED BY 
FSMR 

One possible problem with this FSMR algorithm is that the 
distribution of probabilities eventually “would freeze” with a 
probability value, near to one, while the other values remain 
insignificant. To avoid this problem we defined in our simulation 
system a noise factor of γ, γ Є (0,1), so that at every time slice an 
ant has the probability γ of choosing a purely random path, and 
probability 1−γ of choosing its path according to the pheromone 
tables on each node. In our experiments we set γ to be 0.05. 
Furthermore, for having a better initialization of the pheromone 
table for each node, a greater pheromone value is assigned to the 
neighbor node j when it becomes destination d. Then the 
pheromone values are initialized in the pheromone table by 

 

 

    where d Є Neighbor(n) and  Lnis the number of neighbors, n is 
the number of nodes in the underlying network. 

     If the destination d is not a neighboring node, then a uniform 
distribution is initially assumed as 

 

8 SIMULATION AND RESULTS 
 We conducted experiments to evaluate and compare the 
performance of the following multipath routing protocols: FSMR, 
AODV, and AOMDV. In these experiments, we used the discrete 
time network simulator, OMNET++, which offers high fidelity in 
wireless ad hoc network simulation by including an accurate 
implementation of data link and physical layers. Fifty mobile 
nodes were moved according to the random waypoint mobility 
model within a 1500 m * 300 m area. Each node had a radio 
propagation range of 250m and channel capacity was 2Mb/s. All 
simulations were run for 600 seconds of simulated time. We did 
our experiments with movement patterns for 7 difference pause 
times: 0, 100, 200, 300, 400, 500 and 600 seconds. Thirty mobile 
nodes acted as traffic sources generating 4 packets/second each, 
and data traffic was generated using constant bit rate (CBR) UDP 
traffic sources. The medium access control protocol was the IEEE 
802.11 DCF. The size of data packet was 512 bytes. The 
minimum and the maximum speeds were set constant to zero and 
20m/s respectively.  

Packet delivery ratio is important as it describes the loss rate that 
will be seen by the transport protocols, which in turn affects the 
maximum throughput that the network can support. Fig. 8 
presents that packet delivery ratio is the   

0

0.2

0.4

0.6

0.8

1

0
10

0
20

0
30

0
40

0
50

0
60

0

Pause time(sec)

P
ac

ke
t 

d
el

iv
er

y 
ra

ti
o

AODV

FSMR

AOMDV

 
Figure 8.  Packet delivery ratio 
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Figure 9.   End-to-end delay 
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Figure 10.   No. of route discoveries    
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                            Figure 11. Throughput 

 

Table 2. Simulation results 

Routing      
Algo 

Metric 

AODV AOMDV FSMR 

End to End 
delay 

  16.10 9.64 6.80 

Avg. 
Throughput 

40.5 112.5 156.7 

Packet Drop 
Ratio(%) 

35 22 24 

Overhead 3 3 3 

 

highest for FSMR, which is due to its ability to select a set  of 
stable and least congested routes thus having the amount of 
congestion loss and very few route failures. 

The average end-to-end delay is the average elapsed time to 
deliver a packet from the source node to the destination node, and 
it includes all possible delays before data packets arrive at their 
destinations. The average end-to-end delay for FSMR is the 
lowest compared with AODV and AOMDV (Fig. 9). It is obvious 
that AODV and AOMDV have the higher delay because of high 
congestion. As the mobility decreases (increasing pause time) the 
delay also decreases due to less route failures at low mobility. 
Route failures have an impact on the delay, because route failures 
require re-rerouting and storing of packets in the send buffer. 

Route rediscovery is needed to locate an alternate route for the 
given destination. It is an expensive task. So the less frequency of 
routing discovery process means the less route discovery latency 
and lower routing overhead. Fig. 10 shows that the frequency of 
route rediscovery of FSMR is the lowest among those of the 
compared routing protocols. Because FSMR deals with the 
uncertainty of MANET and considers the effects of different 
correlated parameters on network performance, FSMR decreases 
the route failures significantly. 

Throughput is the fraction of packets sent by a source node that 
arrive at the destination node. Fig. 11 show the comparison of the 
delivery rate among three algorithms in above strategies. Upto 
time 7.5 sec., Throughput of AOMDV and FSMR is delivered at 
the same rate, but then as time increases, the FSMR outperforms 
AOMDV since no. of dropped packets will be less due to 
intelligently selected paths in comparison to other algorithms, 
thereby increasing throughput. 

Dropped packets: The dropped packets are the data packets that 
are dropped during the routing process because the buffer of the 
node is full or the life time of a packet is expired. 

 Overhead is the number of packets (request or ant) that is used to 
maintain or control the network. Note that the number of control 
packets (ants) in FSMR are not more than 

the conventional routing methods (i.e. OSPF) because updating 
the routing tables are done by ants in interval times and there is no 
necessity to have global updating mechanism such as flooding the 
routing tables among all nodes which is used in OSPF. 

The experimental results in this simulation are gathered in table 2 
which shows that the proposed method (FSMR) outperforms other 
routing algorithms in all evaluation metrics. 

9 CONCLUSION AND FUTURE  WORK 
In this paper correlation of different route selection parameters 
that affect the network performance is captured by fuzzy ant 
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technology. The results shown in the graphs and tables indicate 
that the FSMR algorithm does a better job at dispersing traffic in a 
more uniform manner throughout the network. It also handles an 
increased traffic load as well as decreased transmission delay by 
utilizing network resources more efficiently. The advantages of 
such an intelligent algorithm include increased flexibility in the 
constraints that can be considered together in making the routing 
decision efficiently and likewise the simplicity in taking into 
account multiple constraints. In the near future the next generation 
networks will have capabilities including soft-switches and grid 
networks, which allow such an intelligent agent-based routing 
algorithm to update the routing tables autonomously, and then 
they can be substituted with the conventional routing algorithms 
such as OSPF. The result of this research motivates use of fuzzy 
logic in swarm intelligence based multipath routing protocol to 
explore also other areas of routing in MANET, for example, 
position of node based routing. 
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